**浙江科技学院信息与电子工程学院**

**CTF网络安全特色班管理办法（试行）**

为了积极探索创新人才培养机制，满足不同人才成长的需求，我院根据《浙江科技学院全面深化教育教学改革的实施办法（试行）》(浙科院政发〔2015〕2号)和《浙江科技学院特色人才培养计划实施办法（试行）》文件，成立CTF网络安全特色班，结合学院的具体情况，特制定本管理办法。

**一、指导思想**

遵循高等教育教学规律，坚持“以生为本、立德树人”的育人思想，按照“优化基础、强化能力、提高素质、发展个性、鼓励创新”的应用型人才培养思路，紧跟国家战略和行业人才的需求，探索创新人才培养模式，进一步提高学校人才培养质量。

**二、培养目标**

提高大学生创新思维和网络信息安全分析问题、解决问题的实际能力，提升大学生的综合素质和安全意识，培养能够利用网络攻防相关理论，在数据挖掘、人工智能和云环境多方计算方面进行创新应用的高素质人才。

**三、特色班管理**

1．信息学院为CTF网络安全特色班专门制定培养目标、培养方案及相应的教学计划。

2．CTF网络安全特色班面向全校学生招生。特色班由学生自愿报名和学院选拔组建而成。组班流程：教务处公布选拔信息→学生自愿到信息与电子工程学院报名→学院组织选拔考试并审核→学院将初定入围名单报教务处→教务处审定并公示初选名单→教务处将初选名单报学校审定→教务处公布学校审定通过的正式入选名单。

3．CTF网络安全特色班的招生从第二学期开始，未能入选特色班的同学可以在后续学期申请加入，经审核加入特色班后补充学习未学的学分，并随下一级学生考试。

4．CTF网络安全特色班的培养分两个部分：

（一）日常课程。按教学计划进行组织、讲授， 依次完成教学计划的课程内容，特色班学生必须接受结业考核，不通过者将除名或降入下一级学习。

（二）暑期集训。组织校内选拔赛，从中选拔优秀学生，参加暑期集训，参加CTF网络安全竞赛。其中包括web、密码学、安全杂项、逆向、隐写、编程等内容。

**表1 特色班所修课程与可替换课程一览表**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **序号** | **特色班课程** | **可替换课程** | **学分** | **备注** |
| **1** | 信息安全技术基础  Foundation of Information Security Technology | 专业复合课程 | 3 |  |
| **2** | 网络安全攻防分析  Attack and Defense Analysis of network security | 专业复合课程 | 3 |  |
| **3** | 网络信息安全综合训练  Comprehensive Training of Network Information Security | 课程设计 | 2 | 具体由替换专业根据培养方案把关确定。 |

学生完成的相应课程可替换培养计划中的选修课学分，如表1所示。

5.成绩评定：实行学分制管理模式, 由信息与电子工程学院负责日常管理和教学实施。学生完成相应课程学习并达到特色班结业要求后，经学院审核并报学校，由学校发给CTF网络安全特色班结业证书。

6．学院成立特色人才培养计划工作指导小组。学院院长任组长，分管教学的副院长任副组长，CTF网络安全特色班负责人为成员。特色班负责人统筹组织安排，确保培养计划的落实。

7.网络空间安全虚拟仿真实验室为CTF网络安全特色班的活动场地，实行开放管理。

8. 参加CTF网络安全特色班项目的学生，可以申请信息与电子工程学院教学经费支持的科技创新活动。

9. 退出机制：1）若学生有意向退出，需向学院提出书面申请，经学院讨论同意可退出； 2）若学生不合格学分累计达到4学分，则应退出特色班学习。

10.阶段性目标：以学生竞赛为主线，着重加强培养学生CTF网络安全分析能力，在浙江省以及全国大学生CTF网络安全竞赛中取得优良表现。

**四、招生对象**

浙江科技学院全校学生。要求：程序设计基础扎实，对网络安全、密码技术有浓厚的兴趣，有团队协作精神，本专业学习无困难。

**五、鼓励政策**

1．特色班课程指导教师给予相应的业绩补贴或工作量计算，具体参照学校教学工作量考核有关办法。

2．鼓励特色班学生积极参加CTF等各类安全类竞赛，学院积极配备相关教师对其进行辅导。

本办法自发文之日起试行，由信息学院负责解释。
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